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Holding Company’s Governance of Anti-Money Laundering (AML) Compliance; An Effective or 

Ineffective Model – The TD Bank Case Study 

 

TD Bank AML Compliance Failures 

TD Bank, N.A. (TDBNA), a subsidiary of TD Bank US Holding Company (TDBUSH), faced significant penalties 

for extensive failures in its anti-money laundering compliance program. The United States Department of 

Justice outlined systemic and sustained weaknesses in AML governance involving both TDBNA and 

TDBUSH. 

TDBNA operates over 1,100 branches along the eastern seaboard of the United States, with significant 

presence in New Jersey, New York, and Florida. TDBUSH, as its direct parent, holds oversight 

responsibilities for the AML compliance program of TDBNA. Further up the corporate structure, TD Group 

US Holdings LLC (TDGUS) serves as the ultimate parent company in the United States, with overall 

accountability for the risk management framework across all U.S. operations, including AML. 

Statements of Facts 

According to the Statement of Facts released by the U.S. Department of Justice, TDBUSH willfully failed to 

maintain an adequate AML program and knowingly neglected to report currency transactions as required by 

federal law. In parallel, TDBNA engaged in conduct that amounted to conspiracy to willfully fail to maintain 

an appropriate AML program, knowingly failed to file accurate Currency Transaction Reports (CTRs), and 

conspired to launder monetary instruments. 

The document further disclosed that at various times, high-level executives within Global AML Operations, 

senior management, and members of the TDBUSH Audit Committee were aware of the enduring, pervasive, 

and systemic deficiencies in AML policies, procedures, and controls. Notably, one unnamed individual, who 

later became the Chief AML Officer of TDBNA, had prior knowledge of these deficiencies, raising questions 

regarding internal reporting and escalation processes. 
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Weaknesses in the Holding Company Oversight Model 

The TD Bank case illustrates several vulnerabilities inherent in having AML compliance oversight situated 

within a parent or holding company. One of the main concerns is the dissonance between those at the top, 

such as TDBUSH executives with oversight responsibilities, and those executing the program at the 

subsidiary level, like TDBNA. This distance can result in a lack of operational understanding and a disconnect 

in the prioritization of compliance risks. 

Another key issue is the blurring of responsibilities between compliance staff across both entities. Without 

clearly delineated roles and lines of accountability, problems can remain unresolved for extended periods. 

This was evident in the prolonged nature of TDBNA’s AML failures, where it could be argued that a lack of 

ownership contributed to a collective willful failure to maintain a compliant program. 

Additionally, the case points to potential conflicts of interest. The promotion of a senior executive, previously 

involved in oversight through the TDBUSH Audit Committee, to the role of Chief AML Officer at TDBNA, 

raises the possibility of underreporting to governance bodies. This scenario highlights the need for 

transparency in staffing decisions and the importance of insulating compliance reporting lines from 

performance-based incentives. 

Organizational Reform and Governance Improvements 

In response to these failings, TD Bank has reportedly implemented several governance reforms. According 

to recent reporting by FinCrimeCentral.com, TDBNA restructured its financial crime risk management team 

to prioritize clarity in decision-making and ensure consistent mandates. The bank has consolidated oversight 

functions and standardized policies across regional platforms. These measures aim to improve the accuracy 

of suspicious activity reporting and reduce investigation timeframes. 

These developments suggest a recognition by TDBUSH/TDBNA of the structural issues inherent in its 

previous model. The reforms are aimed at addressing governance dissonance and eliminating the ambiguity 

that previously undermined the effectiveness of its AML program. 
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Key Lessons and Recommendations 

The TD Bank case underscores the importance of aligning oversight with operational accountability. 

Oversight structures must support the timely escalation of issues and facilitate clear lines of responsibility. 

Institutions must also guard against potential conflicts of interest that may compromise compliance 

effectiveness. 

To strengthen AML governance, holding companies should consider defining distinct AML roles and 

responsibilities across entities and establish independent reporting lines for compliance personnel. 

Transparent processes should guide promotions within compliance functions to avoid real or perceived 

conflicts of interest. Independent audits should be conducted regularly to assess the effectiveness of the 

AML program, with direct reporting to the Board. Further, holding companies must implement robust 

escalation mechanisms to ensure issues receive appropriate attention at the highest levels of governance. 

Conclusion 

The governance model adopted by TDBUSH/TDBNA revealed structural deficiencies that contributed to 

significant AML compliance failures. The case demonstrates the risks of entrusting AML program oversight 

solely to a holding company without ensuring operational alignment and accountability at the subsidiary 

level. Financial institutions should reflect on this case to assess the robustness of their own AML governance 

frameworks and take proactive steps to mitigate similar risks. 

Reflective Considerations for Executives: 

• Who owns AML risk within your organization? 

• Are compliance issues escalated independently and effectively? 

• Does your current governance model support AML compliance or hinder it? 

Institutions must move beyond structural formalities to ensure their AML governance frameworks are 

functionally effective, transparent, and resilient to both internal and external threats. 
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